
Complimentary Tools and Services*
Complimentary tools and services are included with each CyberEdge policy for eligible 
clients* to provide knowledge, training, security, and consultative solutions.

Employee Cybersecurity eLearning  
and Phishing Simulation 
- Available in 11 languages 
Timely and measurable managed employee training and compliance 
service, tailored to employee roles to reinforce clients’ security policies.

Blacklist IP Blocking and Domain Protection 
- Reduces the attack surface up to 90% ahead of the firewall  
Enables organizations to control their exposure to criminal activity by 
leveraging vast threat intelligence repositories, precision  
geo-blocking, and black-list automation to reduce risk.

Infrastructure Vulnerability Scan 
- Identification of high risk infrastructure vulnerabilities 
Clients can select up to 250 of their IP addresses to have experts  
examine to identify critical vulnerabilities that are open to potential  
exploits by cyber criminals, with a follow up scan 90 days later to  
verify your efforts at remediation.

Cybersecurity Information Portal 
- Online access to cybersecurity information 
24/7 access to current cybersecurity information.

Security Ratings 
- Network security scoring 
Using an easy A-F grading system, clients are scored from an “outside-
looking-in” perspective of their overall cybersecurity in ten key risk 
categories.

* Clients purchasing CyberEdge and spending more than € 7,500 in premium qualify for these complimentary services

Despite a company’s best efforts to protect itself from a cyber attack through its own IT department, it 
may not be enough in today’s rapidly changing cyber environment. AIG Cyber insureds are armed with 
a wide range of preventative tools, including up to EUR10,000 value in complimentary* services, adding 
valuable layers to a company’s line of defense.

AIG Cyber Risk 
Consulting Services

This information is intended for insurance brokers and other insurance professionals.


